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agency (unless the dissemination is re-
quired by the Freedom of Information 
Act, 5 U.S.C. 552). 

(i) 5 U.S.C. 552a(d)(1), (d)(2) and (d)(3). 
The requirement to permit individuals 
to have access to records pertaining to 
themselves in accordance with estab-
lished Office procedures and to have an 
opportunity to request that such 
records be amended. 

(j) 5 U.S.C. 552a(c)(4) and (d)(4). The 
requirement to inform any person or 
other agency about any correction or 
notation of dispute made by the agency 
in accordance with subsection (d) of 
the Act of any record that has been dis-
closed to the person or agency if an ac-
counting of the disclosure was made; 
and, in any disclosure of information 
about which an individual has filed a 
statement of disagreement, to note 
clearly any portion of the record which 
is disputed and to provide copies of the 
statement (and if the agency deems it 
appropriate, copies of a concise state-
ment of the reasons of the agency for 
not making the amendments re-
quested) to persons or other agencies 
to whom the disputed record has been 
disclosed. 

(k) 5 U.S.C. 552a(n). The requirement 
for an agency not to sell or rent an in-
dividual’s name or address, unless such 
action is specifically authorized by 
law. 

(l) 5 U.S.C. 552a(i). The criminal pen-
alties to which an employee may be 
subject for failing to comply with cer-
tain provisions of the Privacy Act. 

Subpart B—Access to Records 
and Accounting of Disclosures 

§ 2606.201 Requests for access. 

(a) Records in an OGE Governmentwide 
system of records. An individual request-
ing access to records pertaining to him 
in an OGE Governmentwide system of 
records should submit a written re-
quest, which includes the words ‘‘Pri-
vacy Act Request’’ on both the enve-
lope and at the top of the request let-
ter, to the appropriate system manager 
as follows: 

(1) Records filed directly with OGE by 
non-OGE employees: The Deputy Direc-
tor, Office of Agency Programs, Office 
of Government Ethics, Suite 500, 1201 

New York Avenue, NW., Washington, 
DC 20005–3917; 

(2) Records filed with a Designated 
Agency Ethics Official (DAEO) or the 
head of a department or agency: The 
DAEO at the department or agency 
concerned; or 

(3) Records filed with the Federal Elec-
tion Commission by candidates for Presi-
dent or Vice President: The General 
Counsel, Office of General Counsel, 
Federal Election Commission, 999 E 
Street, NW., Washington, DC 20463. 

(b) Records in an OGE Internal System 
of Records. An individual requesting ac-
cess to records pertaining to him in an 
OGE internal system of records should 
submit a written request, which in-
cludes the words ‘‘Privacy Act Re-
quest’’ on both the envelope and at the 
top of the request letter, to the Deputy 
Director, Office of Administration and 
Information Management, Office of 
Government Ethics, Suite 500, 1201 New 
York Avenue, NW., Washington, DC 
20005–3917. 

(c) Content of request. (1) A request 
should contain a specific reference to 
the OGE system of records from which 
access to the records is sought. Notices 
of OGE systems of records subject to 
the Privacy Act are published in the 
FEDERAL REGISTER, and copies of the 
notices are available on OGE’s Web site 
at http://www.usoge.gov, or upon request 
from OGE’s Office of General Counsel 
and Legal Policy. A biennial compila-
tion of such notices also is made avail-
able online and published by the Office 
of Federal Register at the GPO Access 
Web site (http://www.access.gpo.gov/ 
suldocs/aces/PrivacyAct.shtml) in ac-
cordance with 5 U.S.C. 552a(f) of the 
Act. 

(2) If the written inquiry does not 
refer to a specific system of records, it 
should include other information that 
will assist in the identification of the 
records for which access is being re-
quested. Such information may in-
clude, for example, the individual’s full 
name (including her maiden name, if 
pertinent), dates of employment, social 
security number (if any records in the 
system include this identifier), current 
or last place and date of Federal em-
ployment. If the request for access fol-
lows a prior request to determine if an 
individual is the subject of a record, 
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the same identifying information need 
not be included in the request for ac-
cess if a reference is made to that prior 
correspondence, or a copy of the re-
sponse to that request is attached. 

(3) The request should state whether 
the requester wants a copy of the 
record, or wants to examine the record 
in person. 

§ 2606.202 OGE or other agency action 
on requests. 

A response to a request for access 
should include the following: 

(a) A statement that there is a record 
or records as requested or a statement 
that there is not a record in the system 
of records; 

(b) The method of access (if a copy of 
all the records requested is not pro-
vided with the response); 

(c) The amount of any fees to be 
charged for copies of records under 
§ 2606.206 of this part or other agencies’ 
Privacy Act regulations as referenced 
in that section; 

(d) The name, title, and telephone 
number of the official having oper-
ational control over the record; and 

(e) If the request is denied in whole 
or in part, or no record is found in the 
system, a statement of the reasons for 
the denial, or a statement that no 
record has been found, and notice of 
the procedures for appealing the denial 
or no record finding. 

§ 2606.203 Granting access. 

(a) The methods for allowing access 
to records, when such access has been 
granted by OGE or the other agency 
concerned are: 

(1) Examination in person in a des-
ignated office during the hours speci-
fied by OGE or the other agency; 

(2) Providing photocopies of the 
records; or 

(3) Transfer of records at the option 
of OGE or the other agency to another 
more convenient Federal facility. 

(b) When a requester has not indi-
cated whether he wants a copy of the 
record, or wants to examine the record 
in person, the appropriate system man-
ager may choose the means of granting 
access. However, the means chosen 
should not unduly impede the data sub-
ject’s right of access. A data subject 

may elect to receive a copy of the 
records after having examined them. 

(c) Generally, OGE or the other agen-
cy concerned will not furnish certified 
copies of records. When copies are to be 
furnished, they may be provided as de-
termined by OGE or the other agency 
concerned. 

(d) When the data subject seeks to 
obtain original documentation, the Of-
fice and the other agencies concerned 
reserve the right to limit the request 
to copies of the original records. Origi-
nal records should be made available 
for review only in the presence of the 
appropriate system manager or his des-
ignee. 

NOTE TO PARAGRAPH (d) OF § 2606.203: Sec-
tion 2071(a) of title 18 of the United States 
Code makes it a crime to conceal, remove, 
mutilate, obliterate, or destroy any record 
filed in a public office, or to attempt to do 
so. 

(e) Identification requirements—(1) Ac-
cess granted in person—(i) Current or 
former employees. Current or former em-
ployees requesting access to records 
pertaining to them in a system of 
records may, in addition to the other 
requirements of this section, and at the 
sole discretion of the official having 
operational control over the record, 
have their identity verified by visual 
observation. If the current or former 
employee cannot be so identified by 
the official having operational control 
over the records, adequate identifica-
tion documentation will be required, 
e.g., an employee identification card, 
driver’s license, passport, or other offi-
cially issued document with a picture 
of the person requesting access. 

(ii) Other than current or former em-
ployees. Individuals other than current 
or former employees requesting access 
to records pertaining to them in a sys-
tem of records must produce adequate 
identification documentation prior to 
being granted access. The extent of the 
identification documentation required 
will depend on the type of records to be 
accessed. In most cases, identification 
verification will be accomplished by 
the presentation of two forms of identi-
fication with a picture of the person re-
questing access (such as a driver’s li-
cense and passport). Any additional re-
quirements are specified in the system 
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